
Follow @CybConsortiumIE
 on twitter for more cyber 

awareness

What to do if your data was

leaked in the HSE Cyber Attack
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9 Step

Be extra vigilant1

Check if your email address 

was in a breach on 
https://haveibeenpwned.com/

Ignore and Block all 
suspicious text 
messages/phone calls 
especially from 083 
numbers
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Do not act in haste - walk away from 
any suspicious mail or voice mail for 
at least 20 minutes before considering 
next steps.
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Ignore any robo-calls that leave 
automated voicemails esp. 
relating to 'drug trafficking' and 
social welfare fraud.
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Enable MFA on all 
online accounts

5Time for a password checkup
https://passwords.google.com/checkup
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Now is a good time to  
get a Password Manager 
like LastPass


